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1.
Questions

1. What is the ambition level of OSA Service Broker standardization? (i.e. what exactly are the problems we intend / do not intend to solve in the OSA Service Broker work item?)

Response: no concrete ambition but rather reach a consensus of what is to be supported (API level, not deployments). 

Comment: OSA network independent, thus state models should be independent of what is below.

Comment: IMS architecture 23.128 does not at the moment connect the SCIM with the OSA GW. We may have to reconsider this.

Comment: if we eliminate service orchestration, what does “service brokering” mean? There is no obligation for a customer to declare to different service providers that he’s using services from the others. What value does a service broker add to the OSA applications, what does it do that cannot be done with the gateway function? There is service interaction going on at all protocol levels, but it is not seen at the top.

a. Is the intention to enable detection of service interaction or also resolution?

Comment: if it is only detection, then it would be needed to have some functionality to show that it has been detected. Then it is up to the operator to decide how complicated they want the broker to be.

Response: at this stage the scope is to address both. It is a possible option that this is not done at API level but instead by implementations of the service broker.

Comment: service broker is internal to the network – across borders there is no visibility of network resources.

b. When is the detection/resolution activity performed: at provisioning time (“static”) or at run time (“dynamic”)?

Response: both.

c. What happens when an additional application requests to be notified on an event for a specific user for which other applications have requested notifications already? Immediate evaluation to detect/resolve possible service interaction?

Comment: this is related to (a).

d. Is the Service Broker standardization work intending to solve service interaction for Call Control or also for other capabilities? If yes, which other capabilities? 

Comment: how generic can this be done, without becoming Call Control specific?

Comment: it is possible that there are also service interaction issues for Presence.

Comment: see the work done for Call Control by Joergen.

e. Service Interaction detection/resolution between:

· OSA applications?

· OSA applications and native IN applications?

· OSA applications and native SIP applications?

· OSA applications and Supplementary Services?

Response: not to limit to interaction btw OSA applications, also with other (not OSA) services.

Comment: this has both architectural and protocol impact.

Question: what if any of this work doesn’t fit our current mandate, and would rather belong in a document by some other group, like for example 23.218? Comment: in principle it seems that everything that interfaces with the OSA entities would be within our mandate. But we may need to make changes to 23.218.

f. Scope of work item:

· Standardization of a Service Broker API - Response: yes
· Standardization of a Service Broker API and a Service Broker architecture (showing the relation between a SB-SCS and other SCSes, and IN services and native SIP services?) 

· Do we need to mandate a particular Service Broker architecture?

Response: define detailed requirements and architectural impact. Collect discussion in TR and conclude before thinking of input to our stage 2 or 3, or any other document.
g. Handle service interaction when multiple applications have requested notifications to the same event?

Response: yes (see above).

h. Handle service interaction when multiple applications provide different instructions on how to handle a call? (e.g. application Call Screening sends a call release, before application 2 gets the chance to setup a call)

Response: yes (see above).

2. Based on what information from the applications will the Service Broker determine/resolve service interaction?

E.g.:

a. Trigger event + list of originating/terminating subscribers?

b. Indication whether the application is only active during call establishment or during the entire call?

c. A list of rules provided by each application (a rule is a combination of <call state, event, action it wants to happen>). The list of rules enables the Service Broker to compare applications and to detect service interaction

d. How can the Service Broker detect conflicts between the rules provided by different applications?

Response: this is detailed stage 3, we need to discuss the detailed functionality before this.

Comment: if all this is specific for CC then the rules may be more specific; if more generic the rules can be defined at a higher level of abstraction.

3. Service Interaction Resolution: what will happen if service interaction is detected?

a. The Service Broker will reject the application’s registration request?
b. The Service Broker will determine in what order to execute the services? (based on what information, provided by whom?)
c. The Service Broker will notify both applications upon receipt of an event and only process the answer of the application that responds first? (first-come-first-serve policy)
Response: see above. Related to whether the API has to support different implementations. In principle the idea is to support the three of them, but some may not require any API level changes.

Comment: do we need a service broker if the answer is we’re just aiming at a or c? We can already do them with an error, there is no management involved. Actually a used to be in our specs. The behaviour may depend on what the operator wants the service broker to do.
4. Transparency

a. Are the different OSA applications aware of each other? – Response: no.
b. How agnostic or aware is the Service Broker to the behaviour of the applications that set triggers on the same <event, user> combination? – Response: this is precisely what we need to discuss. 
5. What is the relation (or not the relation) between the Service Broker SCS and the Policy SCS?

Response: it is recognised that there could be a relation, but it needs further study.

2.
Examples of service interaction

1. Incoming Call Screening and Call Forwarding use case

a. User A has subscribed to two terminating Parlay applications that are both requesting notifications for an incoming call for user A

b. User A has indicated to the ICS application that she does not want to receive a call from user B

c. User A has forwarded her phone to a different phone

d. User B tries to call user A

e. What happens?

· ICS gets control first, followed by CF?

· CF gets control first, followed by ICS?

2. VPN and Prepaid

a. User A has subscribed to two originating Parlay applications that are both requesting notifications for a call attempt made by user A

b. The VPN application enables the user to each a colleague by dialling a short number. The VPN service will convert the short number into an E.164 number that can be understood by the network. The number plan is only understood within the VPN application

c. The Prepaid application applies charging for the calls made by user A

d. User A makes a call to a colleague using a short number

e. What happens if:

· VPN gets control first, followed by Prepaid?

· Prepaid gets control first, followed by VPN?

3. Personal Greeting and Do Not Disturb (both with announcements)

a. User A has subscribed to two terminating Parlay applications, that both play an announcement

b. What happens if:

· PG gets control first, followed by DND?

· DND gets control first, followed by PG?

3.
Comments

1. It is suggested to clarify first exactly what problems we intend to solve (i.e. refinement of the architectures) before we discuss possible architectures

Agreement that we need to refine the requirements before we address the different architectural options. The first chapter of the TR would be detailed requirements. Use cases would be one of the sources for requirements, so we could start with the use cases in section 2 of this document.

2. It is suggested to distinguish the following phases in describing a solution for service interaction:

a. Registration of the application (i.e. the application providing the Service Broker SCS with data that it needs for service interaction detection/resolution)

b. Traffic (i.e. who does what based on what information when an event occurs)

Agreement: to be discussed when the scope is defined more clearly in more detailed requirements. Event registration (static activity – several users registering for the same event) is also an issue that should be discussed.

3. It is suggested to specify when the “Service Interaction Registration” occurs:

E.g.:

a. After the application has signed an SLA?

b. Before the application invokes an SCF?

c. When the application requests to be notified upon occurrence of a certain event?

d. When an event occurs for which two or more applications have requested notifications?

Agreement: see #2 just above.

4.
Proposal

Due to the technical complexity of the service brokering problem, it is proposed to first create a TR to perform a feasibility study. This feasibility study can refine the requirements, identify a list of issues that need to be looked at and work out the available options with pros and cons. Based on the conclusions of the TR the OSA Stage 2 can be extended with an architectural description of the selected option and a new TS can be created to standardize the stage3 of the selected option.

Agreement to have a working document that will be submitted as a Tdoc every meeting. Suggestion to use the spec template. Editor: John-Luc or Erwin.

